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THESE ARE PRESS CLIPPINGS AND HARD EVIDENCE FACTS
ABOUT THIS CASE FOR FEDERAL AGENCIES (INCLUDING FBI,
SSA, DOJ, SEC, FTC, GAO, ETC.) CURRENTLY REVIEWING THIS
CASE UNDER FILED DEMANDS AND CHARGES.



THE MAIN FACTS ABOUT THIS POLITICAL
CORRUPTION CRIME:
- Famous political figures use the trillions of dollars in
government treasuries and the stock market for illicit profiteering
by rigging the system exclusively for themselves and their crony
insiders. 
 

- They attacked us using government taxpayer funded media
(Fusion GPS, Black Cube, Google, Pysops, Gizmodo, Media
Matters, Blumenthal, etc.) and spy agency tools because we
competed with their businesses and reported their crimes. 
 

- San Francisco Bay Area government has as many corrupt
politicians as Chicago and relies on the same RICO-violating
insider corruption network to operate; as proven by deep AI
searches of their financial records. Arrests of those officials is now
underway. 
 

- Silicon Valley law enforcement records prove that these tech
oligarchs engage in an organized, racketeering-based, massive
sex trafficking, tax evasion, anti-trust violating, spousal abuse,
money laundering, black-listing, racist, ageist, political bribery,
crony racketeering crime Cartel.
 

- Famous U.S. Senators, Governors and their staff knowingly
engage in, finance, operate and benefit from these crimes in
exchange for search engine manipulation and stock market



assets. 
 

- Silicon Valley and Hollywood media companies censor and
cover-up news coverage of these crimes because they have a
financial connection to the perpetrators. 
 
 
- Most of the government officials working on our case were
hand-picked by our business adversaries. Our case has never
been fairly reviewed by non-biased, non-conflicted officials. Our
FBI-class associates have not found a single entity in our case
reviews, or determinations, who was not either: financed by,
friends, with, sleeping with, dating the staff of, holding stock
market assets in, promised a revolving door job or government
service contracts from, partying with, personal friends with,
photographed at private events with, exchanging emails with,
business associates of or directed by; one of those business
adversaries, or the Senators and politicians that those business
adversaries pay campaign finances to, or supply political digital
services to.



WE SAW THESE CRIMES IN-PERSON!!!
WE SAW CRIMES AND COVER-UPS UNDERTAKEN BY U.S.
SENIOR POLITICIANS AND THE EXECUTIVES AT: 
 
- THE U.S. DEPARTMENT OF ENERGY 
- THE WHITE HOUSE 
- THE SOCIAL SECURITY ADMINISTRATION 
- THE CALIFORNIA ATTORNEY GENERALS OFFICE 
- THE CALIFORNIA GOVERNORS OFFICE

 
HELP US GET JUSTICE FOR OURSELVES, AND EVERY AMERICAN.
DEMAND A SPECIAL PROSECUTOR! 
 
WE TRACKED THE FINANCIAL AND ASSET RECORDS OF EVERY
CROOK ON THE LIST BELOW AND WE FOUND EXACTLY WHAT
YOU WOULD EXPECT! 
 
The only people that have engaged in disputes or nay-says of
these facts are the criminals, or friends of the criminals,
doing these crimes. We have tracked every public official who
refuses to help us back to their financial connections to these
mobsters! 
 

BE A PART OF THE SOLUTION. JOIN MILLIONS OF CITIZENS ON
CROWD-SOURCED SITES AROUND THE GLOBE. 
 

We have already made new laws, changed bad old laws, sued
bad guys, gotten corrupt politicians fired... and we are only



just getting started. 
 

If the IG's, DOJ officers, SEC investigators and State AG's that
are supposed to help us won't do their jobs, we will do it for
them! History has proven that political cover-ups ALWAYS
take-down the political operatives who run those cover-ups!

--------------------------

 



THE CHARGES AGAINST THE CROOKS LISTED
IN RED TEXT, BELOW:

- That these FBI-filed facts are not 'Conspiracy Theories' but
daily occurrences in politics as proven by every major news
outlet in the world, federal court records, FBI records and
Congressional investigation reports.
- That we are federal whistle-blowers and business
competitors of public officials who operated illegal and
Constitutional-rights-violating reprisal hit-jobs and attacks
against us using taxpayer financed resources.
- That State and Federal agencies owe us money, and other
consideration, to pay for our: 1.) Damages, 2.)losses, 3.)
benefits blockades, 4.) witness fees, 5.) whistle-blower fees,
6.) informant fees, 7.) punitive compensation, 8.) legal costs
and other items caused by criminal corruption, reprisal
attacks and illicit quid-pro-quo operations within their
government offices by their government employees,
contractors and covert financiers.
- That a Smedley Butler-style 'Business Plot' crime program
exists between Silicon Valley Tech Oligarch billionaires,
investment banks, U.S. Senators, government agency staff
and White House staff to engage in these crimes.
- That public officials knowingly participate in these crimes by
failing to report their associates who engage in these illicit
actions and by hiring Google, Fusion-GPS and Black Cube-
type suppliers who operate these illicit activities in revolving
door schemes.
- That the suspects manipulate government funds for their
personal profiteering at the expense of domestic citizen

https://www.zerohedge.com/news/2015-02-23/1967-he-cia-created-phrase-conspiracy-theorists-and-ways-attack-anyone-who-challenge
https://www.breitbart.com/politics/2019/10/03/flashback-obamas-war-on-whistleblowers-more-prosecuted-as-spies-than-ever-before/
https://en.wikipedia.org/wiki/Damages
https://en.wikipedia.org/wiki/Business_Plot
https://www.vanityfair.com/news/2018/01/brotopia-silicon-valley-secretive-orgiastic-inner-sanctum
https://www.washingtontimes.com/news/2012/jan/26/obamas-crony-capitalism-667847839/


taxpayers like us and acquire what the U.S. Treasury calls:
"unjust gain".
- That the suspects operate a vast stock market manipulation
program, as a core function of their operations, and
exchange most of their bribes via the stock market and those
illicit deeds function at the expense of the public.
- That the suspects contract a known group of lobbyists,
corrupt law firms, unethical CPA's, corrupt investment banks
and specialized corruption services providers to attack,
defame, physically harm, character assassinate (Using their
Google, Youtube, Gizmodo, Fusion GPS, Black Cube, UC
Global, Media Matters, et al, "kill" services), black-list and
harm those they dislike and that they harmed us with those
actions.
- That the suspects operate an Epstein-like sex-trafficking
network network of prostitutes and sexual extortion activities
and locations for the engagement of said activities and for
the bribery of cohorts via sex workers.
- That the suspects engage in electronic attacks (
https://www.privacytools.io ) and manipulations including
hacking, election manipulation, media censorship and
internet search results manipulation in order to mask their
schemes.
- That we have yet to find a single Palo Alto Sandhill Road VC
in this group who is not involved in bribery, racism, sexism,
tax evasion, sex trafficking, black-listing, securities law
violations, violent abuse, off-shore money-laundering, FEC
violations, search engine manipulation, massive anti-trust
violations, patent theft and other crimes!
- That the suspects engage in 'Lois Lerner' IRS-like, SPYGATE-
like, VA whistleblower-like reprisal and retribution  attacks by

https://safehaven.com/article/45213/The-Most-Common-Market-Manipulation-Techniques
https://www.armstrongeconomics.com/world-news/govt-incompetence/endless-cycle-of-corruption/
https://www.washingtonpost.com/opinions/sex-slavery-isnt-just-a-problem-overseas/2016/01/15/bc3acb04-badd-11e5-829c-26ffb874a18d_story.html
https://www.privacytools.io/
https://www.theatlantic.com/magazine/archive/2017/04/why-is-silicon-valley-so-awful-to-women/517788/
https://www.newsweek.com/metoo-microsoft-amazon-trafficking-prostitution-sex-silicon-valley-755611
https://www.thedailybeast.com/video-of-silicon-valley-mogul-kicking-his-girlfriend-117-times-could-send-him-to-jail
https://en.wikipedia.org/wiki/IRS_targeting_controversy


manipulating resources within government agencies like SSA,
DOJ, FBI, LSC, HUD, HHS, DOE, Etc.

 



JOIN THE WAR ON POLITICAL CORRUPTION
 
These are the FACTS behind our case filings to the U.S. Government
and the citizens of the nation! 
 

Federal agency bosses took bribes! We have the proof! They attacked
us when we reported the crimes. We have the proof! 
 

Join billions of consumers with new forensic technologies. Be
part of the global exposure of dirty payola schemes and the
shaming of the tech oligarch crooks who use our Democracy
as their plaything. See what happens to those who attack us
using our own taxpayer resources: THE ATTACKS **** - Why We
Are Hunting Down And Prosecuting Each Attacker

 
 
We are the largest collective of citizen sleuths and former
federal investigation officers in the world. There is no corrupt
person or entity we can't take down using 100% legal FBI-
class forensics! 
 

****   Our goals:

- 1.) To put the corrupt people and companies, on the list
below, out of business, using fully legal forensic tactics and
media shame. Those who were supposed to arrest them have
been bribed and influenced to delay justice. Those delays will

http://londonworldwide.com/index.php?post/HOW-WE-WERE-ATTACKED-WITH-POLITICAL-KILL-ORDERS-AND-STATE-SPONSORED-CHARACTER-ASSASSINATIONS


no longer be tolerated. 
 
- 2.) To educate every voter in the world about how to operate
forensic investigations, as sophisticated as the FBI or the CIA
do, from the comfort of their home. 
 
- 3.) To eradicate fake news shill entities and make all news
open-source public information gathered by the public. The
"deflect, delay & disinform" tactics of the tech oligarchs will
be exposed and illuminated at every turn.   
 
- We are well on the way to accomplishing every one of these
goals thanks to crowd-sourced forensics and peer-to-peer
communities!

 Crooks: "...We don't need to have very much money to take you out.
What we do have are a very particular set of skills. Skills we have
acquired over a very long career. Skills that make us a nightmare for
people like you...."

 

 

------------------------------------

A Statement from one of the victims: "WE DEMAND A FAIR JURY
TRIAL WITH ADEQUATE LEGAL REPRESENTATION! OUR
CONSTITUTIONAL AND CIVIL RIGHTS ARE BEING BLOCKED BY
CORRUPT POLITICIANS WHO KNOW WHAT WILL BE EXPOSED
ABOUT THEM IN COURT!!! WE DEMAND LSC LEGAL FEE COVERAGE
FOR A FAIR JURY TRIAL AND A FAIR CONGRESSIONAL PUBLIC
DISCLOSURE HEARING!"



 

PROOF OF THE ASSERTIONS - CASE FILE EVIDENCE
HIGHLIGHTS:

 
HARD EVIDENCE - THE PROOF

 

http://londonworldwide.com/public/.STOP_CORRUPTION_s.jpg

https://dig-innovations.net/


DO NOT VOTE FOR ANY POLITICIAN THAT
HAS STOCK MARKET KICK-BACK

OWNERSHIPS!

http://londonworldwide.com/public/.MEET_THE_DEEP_STATE_s.p
ng

http://londonworldwide.com/public/.ELON_MUSK_AND_EPSTEIN
_SEX_CULT_s.jpg

http://londonworldwide.com/public/.SOCIOPATHS_of_silicon_vall
ey_s.png

These are our criminal charges filed with the FBI, DOJ, SEC,
FTC, SSA, Congress and their Inspector General's

 

Who Are We?

We are the victims of these crimes, the witnesses that saw
these crimes and every independent journalist, investigator,

public citizen sleuth and forensic expert we could find in
every nation on Earth that wants to end corruption. We are
the people that will never let up until we get justice. We are
the people that are terminating (using 100% legal tactics)
every oligarch and politician that engaged in these crimes
and the cover-ups. Educate yourself in forensic science and

investigative research and be one of us too.



WHY THIS SITE?
Parking is a nightmare at the Washington DC, San Francisco and
LA FBI offices. We have been there enough to know how busy
they are. To make it easier on everyone, we simply gave the FBI
around-the-clock access to this site. These are our minute-by-
minute reports to the FBI and members of the U.S. Congress. 
Every FBI office in the world can read this WIKI at will. This kind of
reporting WIKI also helps inform the public and provide cross-
alliance transparency.



THE TARGETS:
THESE ARE THE CROOKS UNDER DEEP SURVEILLANCE BY THE
PUBLIC AND TARGETED FOR 100% LEGAL TERMINATION AND
EXPOSURE. FEDERAL AGENCIES AND CITIZEN SLEUTHS ARE
ASKED TO FULLY PROSECUTE THEM!

 

Join the "FOLLOW-THE-MONEY" Team and learn 100% legal
CIA and FBI-class tactics and technologies which are being
used to track why these people are all connected by covert
financial and asset tracks. Extensive case files and dossiers
on each party, below, are available in torrents globally. These
people knowingly engaged in these crimes, attacks and illicit
activities! ** = The worst ones. They share a cadre of dirty
CPA, legal and lobbyist firms that assist them with their dirty
work and run the interface between Fusion GPS, Black Cube,
Media Matters, Gizmodo and other hit-job services. 
 

Follow-the-money, the surveillance data, the stock
market accounts, the sex workers and the emails! 
 

This is who financed and operated the attacks. They
operate illicit manipulations and anti-trust violations.

 
These are the ones that everyone is working on
exposing, indicting and TAKING DOWN: 
 



 

- A.J. Delaurio – Defamation-for-sale blogger **

 
- Abound Solar - Criminally corrupt crony campaign finance
front operation. (Terminated)

 
- Adam Dachis – Defamation-for-sale blogger

 
- Adam Weinstein – Defamation-for-sale blogger

 
- Adrian Covert – Defamation-for-sale blogger **

 
- Adrien Chen – Defamation-for-sale blogger

 
- Al Mottur and Manuel Ortiz, Brownstein Hyatt Farber
Schreck **

 
- Alan Henry – Defamation-for-sale blogger

 
- Albert Burneko – Defamation-for-sale blogger

 
- Alex Balk – Defamation-for-sale blogger

 
- Alexander Pareene – Defamation-for-sale blogger

 
- Alexandra Philippides – Defamation-for-sale blogger



 
- Allison Spinner – Wife of Steve Spinner and lawyer at WSGR
and Solyndra who helped Feinstein rig the Solyndra cash
((Under investigation. All assets being tracked and
terminated.) **

 
- Allison Wentz – Defamation-for-sale blogger

 
- Alphabet - Privacy abuse, spy-on-the-public, Fake News
election rigger, Clinton/DNC scheme financier, Possible Rogue
spy agency operation(Under Federal and EU investigation) **

 
- Andrew Collins – Defamation-for-sale blogger

 
- Andrew Magary – Defamation-for-sale blogger

 
- Andrew McCormack

 
- Andrew Orin – Defamation-for-sale blogger

 
- Andy Barbour, Smith-Free Group **

 
- Andy Bechtolsheim – VC, Tech Manipulator- **

- Aneesh Chopra

 
- Angelica Alzona – Defamation-for-sale blogger



 
- Anna Merlan – Defamation-for-sale blogger

 
- Ariana Cohen – Defamation-for-sale blogger

 
- Arnold Schwarzenegger – Governor (Accused of political
bribery and kickbacks; tax evasion, illicit deal organization
with Russians and more…)

 
- Ashley Feinberg – Defamation-for-sale blogger

 
- Austin Lau

 
- Ava Gyurina – Defamation-for-sale blogger

 
- Barack Obama – Chicago politician **

 
- Barry Petchesky – Defamation-for-sale blogger

 
- Bill Daley – White House strong-arm (Forced to resign)(he is
now under investigation) **

 
- Bill Gurley

 
- Bill Lockyer – Calif State finance head (Under investigation
and sex scandal conflicts, charged with corruption by media.
Assets and ownerships under investigation) **



 
- Brendan I. Koerner – Defamation-for-sale blogger

 
- Brendan O’Connor – Defamation-for-sale blogger

 
- Brent Rose – Defamation-for-sale blogger

 
- Brian Goncher – Deloitte VC intermediary in the stock
market rigging (He is now under investigation)(accused of
political bribery and kickbacks; tax evasion, and more…) **

 
- Brian Hickey – Defamation-for-sale blogger

 
- Brobeck Law Firm - Corrupt insiders for crony deals
(Terminated)

 
- Camila Cabrer – Defamation-for-sale blogger

 
- Carl Gordon

 
- Chad Hurley

 
- Cheryl Sandberg – Facebook boss, reports to Larry Summers
**

 
- Choire Sicha – Defamation-for-sale blogger



 
- Chris Jennings, Jennings Policy Strategies **

 
- Chris Mohney – Defamation-for-sale blogger

 
- Chuck Brain, Capitol Hill Strategies Inc. **

 
- Civis Analytics – Social manipulation group **

 
- Clover Hope – Defamation-for-sale blogger

 
- Covington & Burling **

 
- Dan Tate Jr., Capitol Solutions

 
- Daniel Cohen – DOE Legal counsel who assisted in the
Steven Chu scam (Sent packing/fired/forced to resign) **

 
- Daniel Morgan – Defamation-for-sale blogger

 
- Dark Money Group relay Inside Google

 
- David Axelrod – White House strategist who helped stage
the quid-pro-quo (Sent packing/fired/forced to resign)(he is
now under investigation)(accused of political bribery and
kickbacks; tax evasion, and more…) **



 
- David Castagnetti **

 
- David Danielson

 
- David Drummond – Lawyer/Lobbyist– Google, bribes expert
for DC and EU regions. Cheated on wife with Google
employees. (Under investigation. Quail Road, Woodside, CA
home bugged) **

 
- David Matthews – Defamation-for-sale blogger

 
- David Mott

 
- David Plouffe – White House money packager. Arranged
deals between VC campaign Donors; caught bribing Rahm
Emanual (Forced to Resign. Under investigation) **

 
- David Prend

 
- David Sacks

 
- David Sandalow **

 
- Debbie Wasserman Schultz **

 
- Denis McDonough – White House adviser **



 
- Diana Moskovitz – Defamation-for-sale blogger

 
- Dianne Feinstein – California politician with the largest
corruption charges, Chinese spies and a huge hit-job contract
group **

 
- Draper - Fisher – VC firm (Campaign funder who received
massive windfalls from Russian mining & tech start-up
rigging) **

 
- Eleanor Shechet – Defamation-for-sale blogger

 
- Elizabeth Spiers – Defamation-for-sale blogger **

 
- Elizabeth Starkey – Defamation-for-sale blogger

 
- Elon Musk – CEO – Tesla (He is now under investigation & in
multiple lawsuits for fraud)(accused of political bribery and
kickbacks; tax evasion, and more…) ( All of his personal
assets, investments and portfolio holdings are under
investigation ) **

 
- Emanuel Rouvelas, K&L Gates **

 
- Emily Gould –  Defamation-for-sale blogger

 
- Emily Herzig – Defamation-for-sale blogger



 
- Emma Carmichael – Defamation-for-sale blogger

 
- Eric Holder – Attorney General- DOJ (Forced to resign)
(Charged with staff & VC Protections and blockade of FBI and
Special Prosecutor deployments in order to run the cover-up)
**

 
- Eric Paley

 
- Eric Schmidt – Owner- Google (He is now under
investigation)(accused of political bribery, sex addiction
abuse and kickbacks; tax evasion, and more…) **

 
- Eric Strickland – Head of Auto Safety agency under DOT
(Sent packing/fired/forced to resign)(he is now under
investigation. Charged with cover-up of Tesla and GM auto
dangers he had known about) **

 
- Erin Ryan – Defamation-for-sale blogger

 
- Ethan Sommer – Defamation-for-sale blogger

 
- Eyal Ebel – Defamation-for-sale blogger

 
- Facebook - Privacy abuse, spy-on-the-public, Fake News
election rigger, Clinton/DNC scheme financier ( Failing,
rapidly decreasing users and increasing fake ad stats
disclosures ) **



 
- Fisker - Criminally corrupt crony campaign finance front
operation. (Terminated)

 
- Fred Graefe, Law Offices of Frederick H. Graefe **

 
- Fusion GPS – Defamation and journalist bribery service **

 
- Gabriel Burt

 
- Gabrielle Bluestone – Defamation-for-sale blogger

 
- Gabrielle Darbyshire – Defamation-for-sale blogger and
attack services director **

 
- Gawker Media – DNC/Clinton/Obama character
assassination media tool (In Mid-Termination) **

 
- Georgina K. Faircloth – Defamation-for-sale blogger

 
- Gerald Cassidy and Gregg Hartley, Cassidy & Associates **

 
- Gilman Louie – VC, founder on IN-Q-Tel **

 
- Gizmodo Media – DNC/Clinton/Obama character
assassination media tool ( Failing, rapidly decreasing users
and increasing fake ad stats disclosures ) **



 
- Goldman Sachs – Financial packager (Suspected of staging
most of the TARP/DOE deals for personal gain & insider
payouts) **

 
- Google, Inc. – Data harvesting company(Ran media attacks,
stock market pump and dump PR hype and character
assassinations)(accused of political bribery and kickbacks;
tax evasion, and more…) (charged by EU, and most nations,
with multiple abuses of the public. Has totally lost the trust
of the public. Revenue loss increasing geometrically.) **

 
- Gregory Howard – Defamation-for-sale blogger

 
- Greylock Capital – Silicon Valley Insider trading operator and
covert campaign financier (Under investigation) **

 
- Hamilton Nolan – Defamation-for-sale blogger

 
- Hannah Keyser – Defamation-for-sale blogger

 
- Harry Reid – Senator- Solar factory guru, Congress lead
(Accused of political bribery and kickbacks; tax evasion, and
more…Forced out of Congress in shame) **

 
- Heather Deitrich – Defamation-for-sale blogger **

 
- Heather Podesta, Heather Podesta + Partners with her
husband, Tony. **



 
- Hillary Clinton – Dynastic politician **

 
- Hudson Hongo – Defamation-for-sale blogger

 
- Hugo Schwyzer – Defamation-for-sale blogger

 
- Hunter Slaton – Defamation-for-sale blogger

 
- Ian Fette – Defamation-for-sale blogger and Google, Gawker,
Jalopnik, Gizmodo media assassin **

 
- In-Q-Tel, Inc. – Rogue CIA off-shoot associated with Eric
Schmidt, Google, Elon Musk and the Cartel leaders. Ran “hit-
jobs” on Silicon Valley VC adversaries and reporters (Sued,
under investigation, exposed in multiple documentaries,
under investigation for Cocaine trafficking. Removal of
charity status demanded) **

 
- Ira Ehrenpreis – VC Campaign backer (He is now under
investigation)(accused of political bribery and kickbacks; tax
evasion, and more…) ( All of his personal assets, investments
and portfolio holdings are under investigation) **

 
- Irin Carmon – Defamation-for-sale blogger

 
- Ivanpah Solar - Criminally corrupt crony Google campaign
finance front operation. (In failure mode)



 
- Jack Lew

 
- Jack Quinn, Quinn Gillespie & Associates

 
- Jacque Littlefield – VC, Dead

 
- Jalopnik – Online defamation facade political publication.
Pretends to be about cars but is DNC hit job rag **

 
- James Bronkema – West Coast Money Man for David
Rockefeller and Feinstein financier (Dead)

 
- James Brown Jr – Obamacare HHS Programming and
Operations lead in California (Arrested for corruption)

 
- James J. Cooke – Defamation-for-sale blogger

 
- James King – Defamation-for-sale blogger

 
- Jared Cohen – Google boss and international political
manipulator - **

 
- Jawed Karim

 
- Jay Carney – White House press lead (Forced to resign) **



 
- Jeff Berman and David Russell, Bryan Cave. Berman, the
former delegate counter for President Obama’s 2008
campaign **

 
- Jeff Lieberman

 
- Jeff Peck, Peck, Madigan, Jones & Stewart. Once an aide to
then-Sen. Joe Biden (D-Del.) on the Senate Judiciary
Committee **

 
- Jeffrey Zients **

 
- Jennifer Ouellette – Defamation-for-sale blogger

 
- Jeremy Stoppelman

 
- Jerry Brown – California politician **

 
- Jesse Oxfeld – Defamation-for-sale blogger

 
- Jessica Cohen – Defamation-for-sale blogger 
 

- Jesus Diaz – Defamation-for-sale blogger 
 

- Jillian Schulz – Defamation-for-sale blogger 
 



- Jim Blanchard and Ilia Rodriguez, DLA Piper. Blanchard, a
former Democratic governor of Michigan, and Rodriguez, an
ex-lobbyist for the Center for American Progress ** 
 

- Jim Breyer – VC and CIA intermediary ** 
 

- Jim Goetz 
 

- Jimmy Ryan, Elmendorf | Ryan 
 

- Joanna Rothkopf – Defamation-for-sale blogger 
 

- Joe Lonsdale – VC, famous for rape and abuse scandal and
domestic spying via Palantir ** 
 

- Joe Rhodes – White House shill ** 
 

- Joel Johnson, The Glover Park Group. The former aide to Sen.
Tom Daschle (D-S.D.) ** 
 

- Johanna Shelton ** 
 

- John Cook – Defamation-for-sale blogger and director of
media assassins group ** 
 

- John Doerr – Owner – Kleiner Perkins. “Godfather” – Silicon
Valley Cartel (He is now under investigation)(accused of
political bribery and kickbacks; tax evasion, and more…)( All



of his personal assets, investments and portfolio holdings are
under investigation ) ** 
 

- John Goudie - Florida mob boss, Christopher Columbus party
scammer (arrested) 
 

- John Herrman – Defamation-for-sale blogger ** 
 

- John Lindfors 
 

- John Podesta – White House adviser ** 
 

- John Raffaelli, Capitol Counsel. ** 
 

- Jonathan Silver – DOE VC (Sent packing/fired/forced to
resign)(he is now under investigation. Shamed in media for
epic failures) ** 
 

- Jordan Sargent – Defamation-for-sale blogger 
 

- Joseph Keenan Trotter – Defamation-for-sale blogger 
 

- Josh Ackil and Matt Tanielian, Franklin Square Group. With
clients including Apple, Google and Intel, the two Democrats
are among the elite lobbyists for Silicon Valley in Washington.
** 
 



- Josh Kopelman ** 
 

- Josh Stein – Defamation-for-sale blogger 
 

- Joshua Wright 
 

- JP Gan 
 

- Julia Allison – Defamation-for-sale blogger 
 

- Julianne E. Shepherd – Defamation-for-sale blogger 
 

- Julie Domenick, Multiple Strategies LLC. The Democratic
lobbyist ** 
 

- Justin Hyde – Defamation-for-sale blogger 
 

- Kamala Harris – Crooked Senator directed by investment
banker husband ** 
 

- Kate Dries – Defamation-for-sale blogger 
 

- Katharine Trendacosta – Defamation-for-sale blogger 
 

- Katherine Drummond – Defamation-for-sale blogger 
 



- Kathy Zoi ** 
 

- Keith Rabois - VC ** 
 

- Kelly Stout – Defamation-for-sale blogger 
 

- Ken Alex – Scheme adviser to Jerry Brown ** 
 

- Ken Duberstein and Marti Thomas, The Duberstein Group.
Duberstein was floated as a candidate for Obama’s chief of
staff before the president chose Bill Daley, while Thomas is a
Democratic vet who worked in the Clinton Treasury
Department. ** 
 

- Ken Howery – VC ** 
 

- Kenneth Kies, Federal Policy Group 
 

- Kerrie Uthoff – Defamation-for-sale blogger 
 

- Kevin Draper – Defamation-for-sale blogger 
 

- Kleiner Perkins – Campaign funding VC who (Received
massive windfalls from Russian mining & tech start-up
rigging. Sued. Under investigation. All assets being tracked )
** 
 



- Lacey Donohue – Defamation-for-sale blogger 
 

- Lachlan Seward – Energy Department gatekeeper, dirty
schemes operator for Steven Chu ** 
 

- Larry O’Brien, OB-C Group. O’Brien is one of the most potent
Democratic fixers in the country and has a personal
connection to Fusion GPS and Google insider deals ** 
 

- Larry Page – Google Boss, technology thief and covert
political campaign financier ** 
 

- Larry Summers – VC and Facebook covert boss to Sandberg
** 
 

- Licy Do Canto, The DoCanto Group. The former aide to Rep.
Barney Frank (D-Mass.) and the late Sen. Edward Kennedy (D-
Mass.) 
 

- Lisa Kountoupes, Kountoupes Consulting. The former aide
to Rep. John Dingell (D-Mich.) ** 
 

- Lloyd Craig Blankfein – VC and Sachs boss ** 
 

- Lucy Haller – Defamation-for-sale blogger 
 

- Luke Malone – Defamation-for-sale blogger 
 



- Luke Nosek 
 

- Madeleine Davies – Defamation-for-sale blogger 
 

- Marc Andreessen - VC ** 
 

- Margaret Sullivan – VC, USAID Boss, Tom Steyer’s partner
and Hillary Clinton best friend, intended Scty of State if Tom
Steyer wins Presidency 
 

- Mario Aguilar – Defamation-for-sale blogger 
 

- Mario Rosatti – VC and insider lawyer, covert political
campaign finance specialist ** 
 

- Mark Isakowitz, Fierce, Isakowitz and Blalock. Isakowitz and
his lobby shop scored a coup this year when Apple and
Facebook both signed up as clients in a two-week span ** 
 

- Mark Kadesh, Kadesh & Associates. Kadesh, once chief of
staff to Sen. Dianne Feinstein (D-Calif.), has an A-list of
California Silicon Valley ANTIFA-like clients ** 
 

- Mark Zuckerberg – Facebook Boss ** 
 

- Martin LaGod - Firelake VC and political manipulator ** 
 



- Marty Paone, Prime Policy Group. Paone spent decades on
Capitol Hill working for Senate Democrats ** 
 

- Mary Meeker – VC ** 
 

- Matt Hardigree – Defamation-for-sale blogger 
 

- Matt Novak – Defamation-for-sale blogger 
 

- Matt Rogers – VC and pass-through conduit ** 
 

- Max Levchin - VC ** 
 

- Mckinsey Consulting – The firm you hire to rig white papers
and insider hires in government positions for the Palo Alto
Mafia ** 
 

- Megan Smith 
 

- Melissa Schulman, The Bockorny Group. A former aide to
Rep. Steny Hoyer (D-Md.) - ** 
 

- Michael Ballaban – Defamation-for-sale blogger 
 

- Michael Dobbs – Defamation-for-sale blogger 
 



- Michael Eisenberg 
 

- Michael Moritz - VC 
 

- Michael Spinelli – Defamation-for-sale blogger 
 

- Mikey Dickerson 
 

- Mitch Feuer and Robert Griner, Rich Feuer Group. Goldman
Sachs lobbyist ** 
 

- Mohammed Nuru - San Francisco Public Works Boss,
Arrested For Corruption 
 

- Morrison and Foerster ** 
 

- Nancy Pelosi – California politician ** 
 

- Nathan Parker 
 

- Neal Ungerleider – Defamation-for-sale blogger 
 

- Neerag Agrawal 
 

- Nicholas Aster – Defamation-for-sale blogger 
 



- Nicholas Guido Denton – Defamation-for-sale blogger and
head of the Gawker, Gizmodo, Jalopnik sleaze tabloid empire
** 
 

- Nick Allard, Thomas Hale Boggs Jr., Micah Green, Jonathan
Yarowsky and Edward Newberry, Patton Boggs ** 
 

- Omar Kardoudi – Defamation-for-sale blogger 
 

- Owen Thomas – Defamation-for-sale blogger 
 

- Patrick George – Defamation-for-sale blogger and Character
Assassination expert ** 
 

- Patrick Laffoon – Defamation-for-sale blogger 
 

- Patrick Redford – Defamation-for-sale blogger 
 

- Perkins Coie – Campaign cash conduit law firm ** 
 

- Peter Fenton 
 

- Peter Thiel – VC ** 
 

- Pierre Omidyar – Defamation-for-sale blogger ** 
 



- Rahm Emanuel – White House boss ** 
 

- Raj Gupta – VC, (Arrested) 
 

- Rakesh Saxeena – Canadian in-house arrest, arms dealer,
western political packager (arrested) 
 

- Ray Lane – VC ** 
 

- Reid Hoffman – VC and sex.com partner with Gary Kremen
** 
 

- Rich Gold, Kathryn Lehman and Gerry Sikorski, Holland &
Knight **

 
- Rich Juzwiak – Defamation-for-sale blogger

 
- Richard Blakely – Defamation-for-sale blogger

 
- Richard Blum – VC and director/husband of Dianne Feinstein
**

 
- Richard Rushfield – Defamation-for-sale blogger

 
- Rick Kessler - Dow Lohnes Government Strategies **

 
- Robert Finger – Defamation-for-sale blogger



 
- Robert Gibbs – White press office head attack dog **

 
- Robert Raben, The Raben Group. Raben, a former aide to
Rep. Barney Frank (D-Mass.) and Clinton Justice Department
official **

 
- Robert Sorokanich – Defamation-for-sale blogger

 
- Robert Van Heuvelen, VH Strategies **

 
- Roelof Botha

 
- Rory Waltzer – Defamation-for-sale blogger

 
- Rosa Golijan – Defamation-for-sale blogger

 
- Russel Simmons

 
- Ryan Brown – Defamation-for-sale blogger

 
- Ryan Goldberg – Defamation-for-sale blogger

 
- Sam Faulkner Biddle – Defamation-for-sale blogger, Runs a
large part of the Anti-GOP blog programs **

 
- Sam Woolley – Defamation-for-sale blogger



 
- Samar Kalaf – Defamation-for-sale blogger

 
- Sander Lurie - SNR Denton **

 
- Sandi Stuart - Clark & Weinstock

 
- Sanjay Wagle – VC

 
- Sarah Ramey – Defamation-for-sale blogger

 
- Scott Shleiffer

 
- Sergy Brin – Google boss, sex addict and oligarch **

 
- Shannon Marie Donnelly – Defamation-for-sale blogger

 
- Shep McAllister – Defamation-for-sale blogger

 
- Solyndra Solar Company – FBI raided corrupt Clean Tech
company invested in by Feinstein’s (terminated)

 
- Sophie Kleeman – Defamation-for-sale blogger

 
- SpaceX – Elon Musk company that Obama gave part of NASA
to in exchange for campaign conduits, most of their work is
satellites that spy on the public **



 

- Stephen Totilo – Defamation-for-sale blogger

 

- Steve Chen

 

- Steve Jurvetson – VC embroiled in sex abuse charges and
money laundering investigations **

 

- Steve McBee, McBee Strategic **

 

- Steve Perry and Andy Wright, Dutko Grayling

 

- Steve Rattner – White House car czar, indicted for fraud **

 

- Steve Spinner – Energy Department manipulation expert,
Wife was Solyndra’s lawyer **

 

- Steve Westly – VC **

 

- Steven Chu – Secretary of Energy – The most corrupt in US
history **



 

- Tamar Winberg – Defamation-for-sale blogger

 

- Taryn Schweitzer – Defamation-for-sale blogger

 

- Taylor McKnight – Defamation-for-sale blogger

 

- Ted Schlein

 

- Tesla Motors – Car Company that conduits money to
campaigns **

 

- The Groundwork – Social manipulation group

 

- Thomas Jolly, Jolly/Rissler. Jolly is founding chairman of the
Washington Caucus **

 

- Thorin Klosowski – Defamation-for-sale blogger

 

- Tim Draper – VC **

 



- Tim Marchman – Defamation-for-sale blogger

 

- Timothy Burke – Defamation-for-sale blogger

 

- Tobey Grumet Segal – Defamation-for-sale blogger

 

- Todd Park – IT manipulator inside White House **

 

- Tom Ley – Defamation-for-sale blogger

 

- Tom O’Donnell, Gephardt Government Affairs Group.
O’Donnell and his former Capitol Hill boss, ex-House
Democratic Leader Richard Gephardt (Mo.), **

 

- Tom Perkins – KPCB Palo Alto Mafia founder (dead)

 

- Tom Scocca – Defamation-for-sale blogger

 

- Tom Sheridan, The Sheridan Group. **

 

- Tom Steyer – VC **



 

- Tomorrow Ventures – Social manipulation group **

 

- Tony Podesta, Podesta Group **

 

- Veronica de Souza – Defamation-for-sale blogger

 

- Victor Fazio, Joel Jankowsky, Scott Parven and Bill Paxon,
Akin, Gump, Strauss, Hauer & Feld. Fazio, Jankowsky, Parven
and Paxon - lobbyists - Akin Gump **

 

- Viktor Vekselberg – Russian business entity **

 

- Vinod Khosla - VC **

 

- Wes Siler – Defamation-for-sale blogger

 

- William Haisley – Defamation-for-sale blogger

 

- William Turton – Defamation-for-sale blogger

 



- The Wilson Sonsini Insider Partner Staff Club **

 

- Wilson, Sonsini, Goodrich and Rosatti **

 



THE MASSIVE CORRUPTION & BRIBERY
TODAY:
California & DC politicians are being paid bribes with Billions of
dollars of Google, Twitter, Facebook, Tesla, Netflix and Sony
Pictures stock and stock warrants which is never reported to the
FEC; Billions of dollars of Google, Twitter, Facebook, Tesla, Netflix
and Sony Pictures search engine rigging and shadow-banning
which is never reported to the FEC; Free rent; Rare-Earth mining
rights; Male and female prostitutes; Cars; Dinners; Party
Financing; Sports Event Tickets; Political campaign printing and
mailing services "Donations"; Secret PAC Financing; Jobs in
Corporations in Silicon Valley For The Family Members of Those
Who Take Bribes And Those Who Take Bribes; "Consulting"
contracts from McKinsey as fronted pay-off gigs; Overpriced
"Speaking Engagements" which are really just pay-offs conduited
for donors; Gallery art; Private jet rides and the use of
Government fuel depots (ie: Google handed out NASA jet fuel to
staff); Recreational drugs; Real Estate; Fake mortgages; The use
of Cayman, Boca Des Tores, Swiss and related money-laundering
accounts; The use of HSBC, Wells Fargo, Goldman Sachs and
Deustche Bank money laundering accounts and covert stock
accounts; Free spam and bulk mailing services owned by Silicon
Valley corporations; Use of high tech law firms such as Perkins
Coie, Wilson Sonsini, MoFo, Covington & Burling, etc. to conduit
bribes to officials; and other means now documented by us, The
FBI, the FTC, The SEC, The FEC and journalists. DEMAND
COMPLETE LAWS TO MAKE ANY BENEFITS TO POLITICIANS
TOTALLY ILLEGAL!

 



Our Promise:
 

We guarantee that these deeds done in the dark will come to
light and that these perpetrators will be fully exposed,
shamed and prosecuted.

 

In the TV series: "Surviving R. Kelly" you can clearly see how a
certain low I.Q. percentage of the population will defend an
R. Kelly, an Elon Musk and a Harvey Weinstein even though
they obviously and overtly engage in heinous crimes.

 

The Jeffrey Epstein's, the John Doerr's, the Andy Rubin's, the
Steve Jurvetson's, the Eric Schmidt's, the Larry Page's, etc.
think they are untouchable because they buy protection and
pay bribes.

 

That will always be their downfall!

----------------------------

 

Want To Understand More About How These Crimes REALLY
Work?

 



Catch and Kill By Ronan Farrow

Permanent Record By Edward Snowden

Brotopia By Emily Chang

Throw Them All Out By Peter Schweizer

The Circle By David Eggers

World Without Mind By Franklin Foer

A Journey into the Savage Heart of Silicon
Valley By Corey Pein

Disrupted By Dan Lyons

Chaos Monkeys By Antonio García Martínez

The Creepy Line By Matthew Taylor

 

https://en.wikipedia.org/wiki/Catch_and_Kill:_Lies,_Spies,_and_a_Conspiracy_to_Protect_Predators
https://www.amazon.com/Permanent-Record-Edward-Snowden/dp/1250237238
http://brotopiabook.com/
http://peterschweizer.com/books/throw-them-all-out/
https://archive.org/details/circle00dave
https://www.amazon.com/World-Without-Mind-Existential-Threat/dp/1101981113
https://www.goodreads.com/book/show/35684687-live-work-work-work-die
https://www.goodreads.com/book/show/26030703-disrupted
https://www.antoniogarciamartinez.com/chaos-monkeys/
https://www.thecreepyline.com/


ATTACKS AND CENSORSHIP BY GOOGLE-
ALPHABET-YOUTUBE
We have placed more software sensors on more server networks
globally than anyone else has ever announced. When Google-
Alphabet-YouTube Shadow Bans, DNS re-routes, Hides,
Demonetizes, Search Manipulates, Server Table Edits, Censors,
Election Rigs, SEO limits, etc; our links, we record it, document it
technically and report it to every regulatory and publishing group
in the world. We also compile the data into evidence for lawsuits
against Google and each Google executive. Our insiders work at
the deepest levels of their operation. It isn't nice to mess with
Mother Nature or Freedom Of Speech. It's worse to run tax
evasion, sex trafficking, dark money funds, real estate fraud and
other crimes from inside Google!

 
Our autonomous monitoring applications are on a vast number
of co-location servers, shared hosting ISP's, stand-alone servers
and sites around the world and have been operating for over ten
years. We log: 1.) Google's search results compared to other
search engines, 2.) Google's DNS and spoofing activities, 3.)
Google's results on 100 key search terms including search terms
of assets, candidates and business associates connected to
Google (ie: "Obama", "Elon Musk", "Election Results", etc.), 4.)
Where Google sends data from users clicking on Google supplied
links, 5.) Where fabricated "mole" data that was injected as user
data ultimately ended up later, 6.) Google's election manipulation
attempts, and other metrics. The results prove that Google
abuses the market, the public, privacy rights, politics and human



rights. 
 

So Google, everytime you do it, you are just digging your own
grave and giving us all the proof we need to wipe you out,
process anti-trust filings and expose your monopolist, sex
trafficking, sociopath owners!

 

http://londonworldwide.com/public/.corruption-essay-in-
english_s.jpg

http://londonworldwide.com/public/.SILICON_VALLEY_MAFIA_CA
RTEL_s.png

http://londonworldwide.com/public/.MUSK_SEX_CULT_s.jpg



WHO IS THE SILICON VALLEY MAFIA?
"...The Silicon Valley Mafia is The Sandhill Road Venture Capital frat
boy company bosses in Palo Alto, their National Venture Capital
Association (NVCA) partners (Greylock Capital; Kleiner Perkins
Caufield & Byers, Draper, Khosla Ventures, etc.) and the tech
companies (Google, Tesla, Facebook, Amazon, Twitter, Linkedin, etc.)
they control. They are sometimes referred to as "The Deep State".
They have purchased California, New York and Washington, DC
politicians (mostly Senators) who they also control. The names of the
worst-200 most horrific and sociopath-like members are listed in
these reports. They hire dirty law firms like MoFo, Wilson Sonsini,
Covington, Perkins, etc. and dirty lobbysists like McBee, Podesta,
Blumenthal, etc. to do their dirty deeds.

 
They hire rogue ex-intelligence agents to operate Fusion GPS,
Gawker/Gizmodo, Black Cube, ShareBlue, New America, In-Q-Tel,
Podesta Group, Media Matters, etc. massive media attack programs
against competitors, reporters and outsiders. They collude on black-
lists, valuation controls, election manipulation, search engine rigging,
domestic spying for political manipulation, stock rigging, insider
trading, Jeffrey Epstein-like executive prostitute sex-trafficking clubs,
trophy wife assignments, the bribery of politicians and worse. They
are felons who bribe politicians to halt investigations and interdiction
efforts.

 
They have quid-pro-quo stock market bribe deals with Senators Reid,
Feinstein, Harris, Boxer, Spier, etc. For example, in the CleanTech
Crash: Every single Dept of Energy executive, and related Senator,



owns stock market assets in Tesla, Fisker, Solyndra, Ener1, etc. so they
blockaded and sabotaged every applicant who competed with their
holdings in a RICO-violating, felony organized crime, using taxpayer
funds, in order to profit at the expense of taxpayers.

 
They are widely covered in news media articles as: 'sex abusers, cult
enthusiasts, elitists, rapists, woman beaters, probiosis abusers, sexual
work extortion operators, extremists, arrogant clones of each other,
tone deaf, echo-chamber reinforcing, misogynist, racist,
manipulative, insecure, covertly gay, corrupt, thieves' and other anti-
social revelations. The divorce court and lawsuit federal court records
on them prove that they are sex-abusing sociopaths.

 
They use their monopolistic control of the internet to massively and
exclusively scale services that only they control and use to abuse the
public's privacy, human rights, invention rights and information. They
run their cartel like the old Italian Mafia once did.

 
Google's Larry Page, his boyfriend Elon Musk; Google's Eric Schmidt,
Dave Rubin, David Drummond, Kent Walker, Jared Cohen and Sergy
Brin; Political manipulators David Plouffe, Steve Westly, Steve Spinner
and Vinod Khosla; Sociopath billionaires Reid Hoffman, Jeff Epstein,
Tim Draper, Steve Jurvetson, etc. all order their staff and associates to:
bribe politicians; operate sex trafficking for them; manipulate stock
market valuations; launder money; run off-shore tax evasion
schemes; black-list employees and competitors; hide, down-rank, DNS
dead-hole, shadow-ban, censor and server obsfucate enemies on the
entire web; rig the U.S. Patent Office; help them cheat on their wives;
and engage in massive volumes of insider, illicit, RICO and anti-trust
violating crimes while bribing public officials to avoid prosecution.



We demand that the FBI arrest them!"

- Tom Martin

  

 

To: John, Adrian, Nicholas, John2, Gabby, and the rest of the
contracted assassins: We hired the greatest intelligence and law
enforcement, investigative experts in the world to track you
down and place you under a lifetime of surveillance. Every illegal
drug and sex worker you buy is reported. Every tax evasion and
money laundering scheme you engage in is reported. Everything
you will ever do will be monitored and reported to the
authorities. Every contact you have with a political operative,
anywhere, is monitored. You accepted compensation to try to kill
us, slander us, libel us and defame us. You chose your fate when
you accepted the "kill orders". Never, ever, go to sleep at night
thinking you will ever get away with it. Our contractors will
always be watching you, forever!

 



WHO WE ARE
We are the victims of these crimes, the witnesses that saw these
crimes and every independent journalist, investigator, public
citizen sleuth and forensic expert we could find in every nation on
Earth that wants to end corruption. We are the people that will
never let up until we get justice. We are the people that are
terminating (using 100% legal tactics) every oligarch and
politician that engaged in these crimes and the cover-ups. This
site is anonymously collaborative-edited online like Wikipedia.
Educate yourself in forensic science and investigative research
and be one of us too. We are you!



THE STANFORD CYCLE OF CORRUPTION
"Elite arrogant asshole dynasties send their kids to Stanford
University.

Stanford puts the kids in asshole frat houses to train them to get
away with rape and run monopolies.

When they graduate they either go up the hill to Sandhill Road and
start a venture capital clone operation or they get their frat friends on
Sandhill Road to racketeer-fund their start-up or political campaign
using money scammed from your parents pension funds.

They only work with their frat buddies and insiders in a tribal old
boys club manner.

They steal all the technology and markets they want because they
control all of the tech lawyers and politicians via bribes and revolving
doors.

Stanford bosses keep all of this covered-up and covertly fund political
camapigns to grease the wheels of political corruption.

They then sexually extort some Standford interns in Rosewood Hotel
rooms, get the most 'trophy wife' ones pregnant, and start the cycle
all over again...."



HOW OUR CROWD-SOURCED PUBLIC
MEMBERS AND FEDERAL COPS TAKE DOWN
THESE CROOKS: 

 

How did we fight back against the most powerful organized crime
entity on Earth? Is it possible for anybody to fight the "Illuminati"
and keep knocking them off their thrones like we do?

We get those questions all the time. Here are the answers.

 

First, they started it. The bad guys attacked us because our
products and services were better than theirs and they could not
compete. They decided to cheat rather than compete and they
cheated with political bribes, black-lists, collusion and other anti-
trust violating acts. When we helped law enforcement investigate
them, the bad guys doubled down on their attacks. The bad guys
crossed the line when they used our own government officials
and taxpayer funds to operate their crimes. They broke felony
laws and the basic principles of Democracy.

So who are these mobsters? They are your Senators, White House
Staff, insider agency staff and their Silicon Valley Oligarch
sociopath political financiers. Some of your public officials set-up,
operated and maintained an organized crime scheme for
personal profit at the expense of every taxpayer. They went after
Five Trillion dollars of your tax money for their personal interests
via rigged stock market scams, rigged government contracts,



exclusionary policy manipulations and other schemes that
harmed American taxpayers.

We are taxpayers...so.. Game On!

We wrote FBI-quality criminal activities reports and filed them
with every law enforcement and regulatory agency in every
country in the world that we could find, including the FBI, OSC,
GAO, EU, Interpol, FSB, UN, etc.

We identified and listed every person, organization and company
involved in the attacks and RICO law violations and provided that
list to The U.S. Congress and every agency.

We built an NSA-class global open-source database that can track
all of the locations, hookers, fake fronts, family trusts, bank
accounts, stock market accounts, bribes and other goodies, of
any corrupt public official, in minutes!

We opened our own private investigator and crowd-sourced
investigations into the following:

- Every stock market account they or their family owns

- Every Uber or Lyft ride they ever took for any meeting or
transport of sex workers

- Every flight manifest they appeared on

- Every bank account they have ever held

- Every lawsuit, divorce record and police record they have ever
appeared in

- Every trust fund they or their family holds



- Every shell corporation they, or their family holds

- Every person named in the Epstein Pedo book:
https://www.scribd.com/document/416207833/Jeffrey-Epsteins-
Little-Black-Book-Redacted    cross referenced across all of the
other databases and then supplied to the FBI and Child
Protection Agencies

- Every item in the Swiss Leaks that cross connects to their
holdings

- Every item in the Panama Papers Leaks that cross connects to
their holdings

- Every item in the WikiLeaks that cross connects to their holdings

- Every item in the Snowden Leaks that cross connects to their
holdings

- Every sex trafficking incident that connects to each of them
alone, and in groups

- Every financial transaction between any of the parties on the
master list and the character assassination and hit job firms of:
Google, Univision, Gawker Media, Unimoda, Jalopnik,
Gizmodo,Black Cube, Fusion GPS, UC Global, Media Matters,
Think Progress, IN-Q-Tel, K2 Intelligence, WikiStrat, Podesta
Group, YouTube, Alphabet, David Drummond, Larry Page,
Facebook, Correct The Recor, Stratfor, ShareBlue, Sid Blumenthal,
David Brock, Eric Schmidt, Sunshine Sachs, Covington and
Burling, Buzzfeed, Perkins Coie and Wilson Sonsini or their
derivatives with common owners.

https://www.scribd.com/document/416207833/Jeffrey-Epsteins-Little-Black-Book-Redacted


- Every item in the Quest Leaks that cross connects to their
holdings

- Every tactical deployment, by a campaign financier, of the tactics
listed in this manual:
https://www.cia.gov/library/readingroom/docs/CIA-RDP89-
01258R000100010002-4.pdf

- Every sex service that their credit card payments every connect
too

- Every real estate transaction that any name or company they, or
their family, were involved in, tracks to

..... and hundreds of thousands of other information points about
them that prove that they benefit from crimes that they engage
in for others who engage in crimes using the America public
policy system.

It all goes into shared 100% legal public collaborative databases
that work like XKEYSCORE, or MS Access, or Oracle Databases.

The proof of collusion, organized criminal actions and raw covert
corruption is indisputable. The actors are all the same people.
The beneficiaries are all the same people. The communications
between the parties all coordinate the same actions.

We have demanded their arrests, indictments, exposures and
bankruptcies. We say "Fuck You" to the Silicon Valley Oligarch
'Illuminati' scumbags and the crooked Senators and Governor's
they bribed. You say you are going to "kill us and destroy our
lives.." and that you are so frightening. You think you are a big
scary thing? Here comes 'scary'! Watch what billions of taxpaying

https://www.cia.gov/library/readingroom/docs/CIA-RDP89-01258R000100010002-4.pdf


voters with collaborative FBI-class forensics investigation
software is doing to you now!

 



What To Do To Write Up The Dossier On
Each Person And Each Corrupt Politician: 

1. Dig through their trash and buy their trash bags from
the garbage man after they pick them up

2. Locate a beneficiary for a probate proceeding
3. Research current and / or historical property holdings
4. Identify mortgage information
5. Identify secured lenders
6. Identify related party property transactions
7. Determine current market value of real property
8. Locate bankruptcy filings
9. Retrieve and analyze bankruptcy records

10. Uncover improper relationships
11. Locate federal civil lawsuits
12. Locate federal criminal records
13. Retrieve and analyze federal civil and criminal records
14. Retrieve mug shots from arrest records
15. Provide independent analysis
16. Locate state and local criminal arrest records
17. Retrieve and analyze review criminal records
18. Provide peace of mind
19. Locate home phone numbers
20. Locate cell phone numbers
21. Identify owner of home or cell phone number
22. Determine owners of corporation
23. Retrieve and analyze corporate records
24. Locate current or former executives
25. Interview current or former executives
26. Find and retrieve judgment and lien filings
27. Research familial history



28. Connect the dots
29. Locate witnesses for a civil or criminal lawsuit
30. Interview witnesses for a civil or criminal lawsuit
31. Find assets
32. Find current or historical boat registrations
33. Find current or historical aircraft registrations
34. Search for hidden assets
35. Conduct business intelligence
36. Discreet intelligence gathering
37. Determine connections between parties
38. Locate bank account information
39. Locate current or former employees of a company
40. Interview current or former employees of a company
41. Locate significant inheritances
42. Show you the big picture
43. Identify a will for an estate
44. Locate probate records
45. Identify foreign assets
46. Locate regulatory records
47. Identify regulatory actions
48. Identify professional licenses
49. Determine prior disciplinary records for professional

licenses
50. Analyze state and federal political contributions
51. Analyze state lobbyist records
52. Analyze federal lobbyist records
53. Identify potential whistleblowers
54. Vet expert witnesses
55. Interview industry sources
56. Gather competitive intelligence
57. Identify related party business transactions
58. Retrieve and analyze non-profit financial filings



59. Knock on doors
60. Obtain and analyze Department of Labor Form 5500

Filings
61. Submit FOIA / FOIL requests to government agencies
62. Obtain driving record history (in applicable states)
63. Find current vehicle registrations
64. Find historical vehicle registrations
65. Make you look brilliant
66. Determine current market value of motor vehicles
67. Assist with jury selection
68. Background checks on prospective jurors
69. Analyze documents for potential fraud
70. Identify Risks
71. Identifying corporate relationships
72. Give you a competitive advantage
73. Identify Uniform Commercial Code filings
74. Foreign corporation research
75. Help you manage sensitive situations
76. Overseas litigation research
77. Identify stock ownership
78. Find facts
79. Locate online resume
80. Identify online networking profiles
81. Locate historical video or news footage
82. Conduct historical newspaper research
83. Conduct mobile or stationary surveillance
84. Perform clandestine operations
85. Find undisclosed ties
86. Identify and retrieve U.S. Tax Court cases
87. Locate a missing person
88. Identify and confirm education history
89. Identify and confirm previous employment history



90. Scour the Internet
91. Research presence on social networks or message

boards
92. We will tell you what those bastards are up to!
93. Send the IRS information about how Google, Netflix,

Alphabet are cheating on their taxes and hiding money
in Ireland and the Cayman Islands. Get the IRS to sue the
oligarchs in tax court.

94. Enhance the publishing of research articles proving that
Silicon Valley tech companies destroy the minds of
children with tech addiction and brain manipulation and
get parents to sue those companies for harming their
children

95. Expose every secret cash conduit that the oligarchs use
to bribe politicians

96. Demand new laws in Congress to stop politicians from
owning any stock because that is the #1 source of bribes

97. Use lip-reading software to see what they are saying or
have an actual deaf-person do it

98. Photograph them with any hotties they are seen with
and then face-track the hotties to see if they are hookers
or ill-repute escorts

99. Use one of the many free on-line news publishing
softwares and make a global online newspaper that
constantly exposes their crimes

100. Write every federal agency and demand investigation
and prosecution of the perps

101. Assemble the massive number of news reports about
their sex scandals and distribute those reports as books,
articles, documentaries and news aggregations to prove
what a bunch of sick perverts these people are



102. Publish the speaker list from Techonomy, Davos, TED,
Burning Man, etc. to show that it is always the same little
group of arrogant assholes that self-promote their hype
at each of these elitist events

103. Leave notices on the windshield of any of their Tesla's
reminding them what douche-bags they are

104. Organize petitions and letter-writing campaigns to have
the overtly corrupt ones removed from their jobs

105. Go to their share-holder meetings and hand-out flyers
about their corruption



CREW Releases List of Congressional
Members Currently ...

S https://www.citizensforethics.org/press-release/crew-releases-
list-of-congressional-members-currently-under-investigation/
CREW Releases List of Congressional Members Currently Under
Investigation Washington, D.C. - Today, Citizens for Responsibility
and Ethics in Washington (CREW) released a comprehensive list of
members of Congress under investigation.

https://www.citizensforethics.org/press-release/crew-releases-list-of-congressional-members-currently-under-investigation/
https://duckduckgo.com/?q=how%20to%20investigate%20politicians+site:www.citizensforethics.org&t=h_
https://www.citizensforethics.org/press-release/crew-releases-list-of-congressional-members-currently-under-investigation/


Public Corruption Prosecutions

S https://www.justice.gov/usao-mdpa/public-corruption-
prosecutions
If you believe that you have information relating to criminal
wrongdoing relating to federal, state, and/or local political
corruption in the Middle District of Pennsylvania please contact
the the U.S. Attorney's Office via email
usapam.contact@usdoj.gov or phone at 717-221-4482 or the
nearest FBI office in the Middle District of Pennsylvania:

https://www.justice.gov/usao-mdpa/public-corruption-prosecutions
https://duckduckgo.com/?q=how%20to%20investigate%20politicians+site:www.justice.gov&t=h_
https://www.justice.gov/usao-mdpa/public-corruption-prosecutions


FBI Records: The Vault — Political
Figures/Events

S https://vault.fbi.gov/political-figures-events
Political Figures/Events ... (1936-1989) was a political and social
activist, especially in the 1960s. The FBI investigated Hoffman
under anti-riot laws and as a domestic security threat. ... This
release details FBI assistance in the investigation, including
information concerning a letter written by Foster, handwritten
case notes, and the ...

https://vault.fbi.gov/political-figures-events
https://duckduckgo.com/?q=how%20to%20investigate%20politicians+site:vault.fbi.gov&t=h_
https://vault.fbi.gov/political-figures-events
https://www.amazon.com/Big-Book-Revenge-Serious-Getting/dp/0806521414


The Big Book Of Revenge: 200 Dirty Tricks
for ... - amazon.com

S https://www.amazon.com/Big-Book-Revenge-Serious-
Getting/dp/0806521414
Jan 1, 2001The Big Book Of Revenge: 200 Dirty Tricks for Those
Who Are Serious About Getting Even [George Hayduke] on
Amazon.com. *FREE* shipping on qualifying offers. Book by
Hayduke, George

https://www.amazon.com/Big-Book-Revenge-Serious-Getting/dp/0806521414
https://duckduckgo.com/?q=amazon%20books%20on%20revenge+site:www.amazon.com
https://www.amazon.com/Big-Book-Revenge-Serious-Getting/dp/0806521414


Congress Begins Investigating Influence Of
George Soros In ...

S https://www.mintpressnews.com/congress-begins-
investigating-george-soros-influence-in-european-
politics/225227/
Congress Begins Investigating George Soros' Influence In
European Politics After years of speculation, the influence of
billionaire George Soros and his NGOs on European politics has
finally ...
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Investigative journalism - Wikipedia

S https://en.wikipedia.org/wiki/Investigative_journalism
Investigative journalism is a form of journalism in which
reporters deeply investigate a single topic of interest, such as
serious crimes, political corruption, or corporate wrongdoing. An
investigative journalist may spend months or years researching
and preparing a report.
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The Basic Steps of a Complex Fraud and
Corruption ...

S https://guide.iacrc.org/10-steps-of-complex-fraud-and-
corruption-investigation/
It is essential that every investigator or prosecutor develop and
follow a "theory of the case" when investigating complex
corruption and fraud offenses. The Case Theory approach to
complex investigations is second nature to most investigators, at
least the successful ones, but is misunderstood or neglected by
others, with disastrous results.
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Effective Means of Investigation and
Prosecution of Corruption

S www.oecd.org/corruption/acn/47588859.pdf
The expert seminar "Effective Means of Investigation and
Prosecution of orruption" took place from 20 to 22 October 2010
in Bucharest, Romania. This seminar was organised as part of the
work programme of the Anti-Corruption Network for Eastern
Europe and Central Asia (ACN) of the Organisation for
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Why it's wrong to investigate Democratic
corruption ...

S
https://www.americanthinker.com/blog/2019/11/why_its_wrong_t
o_investigate_democratic_corruption.html
Most commentary about the Biden's corruption assumes that
Joe was protecting Hunter, but any investigation by Ukraine
would have been unlikely to directly impact Hunter; the U.S.
would never ...
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Public Corruption — FBI

S https://www.fbi.gov/investigate/public-corruption
Public corruption, the FBI's top criminal investigative priority,
poses a fundamental threat to our national security and way of
life. It can affect everything from how well our borders are ...

https://www.fbi.gov/investigate/public-corruption
https://duckduckgo.com/?q=how%20to%20investigate%20corruption+site:www.fbi.gov&t=h_
https://www.fbi.gov/investigate/public-corruption


FBI — Public Corruption a Top Priority

S
https://archives.fbi.gov/archives/news/stories/2010/march/corrup
tion_032610
Q: How does the FBI investigate public corruption? A: We're in a
unique position to investigate allegations of public corruption.
Our lawful use of sophisticated investigative tools and methods—
like undercover operations, court-authorized electronic
surveillance, and informants—often gives us a front-row seat to
witness the actual ...

https://archives.fbi.gov/archives/news/stories/2010/march/corruption_032610
https://duckduckgo.com/?q=how%20to%20investigate%20corruption+site:archives.fbi.gov&t=h_
https://archives.fbi.gov/archives/news/stories/2010/march/corruption_032610


Methods to Investigate Corruption -
Kaieteur News

S https://www.kaieteurnewsonline.com/2011/08/28/methods-to-
investigate-corruption/
Investigating Current Corruption Offences: Such investigation
will enable greater scope for ingenuity. Apart from the
conventional methods mentioned above, a proactive strategy
should always be preferred, with a view to catch the corrupt red-
handed.
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Congress: Trading stock By Steve Kroft, https://www.cbsnews.com/news/congress-

trading-stock-on-inside-information/
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